**Agenda**

**Workshop on ICT4D Principle 8: Privacy & Security in Development Programs**  
United Nations HQ, New York  
(1st Avenue at 46th St entrance, Room 2726-27, 27th Floor)  
New York, NY 10017  
May 8th, 2015

**8:30** Registration & Coffee

**9:00** Welcome by Mr Robert Kirkpatrick, Director of UN Global Pulse

**Overview of ICT4D Principles and Principle 8** by Mr Merrick Schaefer, Lead, Mobile Data, USAID

**9:20** Conversation on Data Privacy Policies

*Introduction on Data Privacy and Information Security* - Dr Micah Altman, Director of Research, Program on Information Science, MIT

- Mr Peter Micek, Senior Policy Counsel, AccessNow
- Ms Mila Romanoff, Legal and Data Privacy Specialist, UN Global Pulse
- Ms Kathy Joe, Director of International Standards & Government Affairs, ESOMAR
- Mr Mitch Toomey, Director, UN Millenium Campaign - *Moderator*

*This session will discuss data privacy from a policy perspective, within the context of organisational accountability and responsible information governance. Presenters will share examples of privacy policies created by their organisations and identify important elements for effective operational data privacy frameworks. This will be followed by an interactive conversation with participants sharing experiences and best practice in developing and implementing privacy practices in ICT4D projects and programmes.***

**10:30** Conversation on Data Security Practices

- Mr Thomas Braun, Chief of Global Security & Architecture Section at UN Office of ICT
- Mr Clayton Sims, VP of Mobile Development and Head of Research & Development, Dimagi
- Mr Gary Fowlie, Head, ITU Liaison Office to the United Nations
- Ms Linda Raftree, Co-Founder, Kurante - *Moderator*

*This session will discuss best practice and mechanisms for information security. Panelists will share examples of data security practices used by their organisations and identify key security protocols and standards for an effective operational information security system. This will be followed by an interactive conversation with participants sharing examples and best practices in developing a secure IT environment for safe information handling.***

**11:30** - Break
**11:45 Breakout groups**

Participants divide into three breakout groups:

**Group 1: Developing a Privacy Policy** What are the essential and most important principles and steps to take and consider in a privacy policy? The goal of this group is to identify key points to include in the design of a privacy policy for the implementation of ICT4D projects.
- **Facilitator:** Mr Jos Berens, Leiden University

**Group 2: Developing a Harms, Risks and Benefits Framework** What is the risk, harm and benefits when collecting and processing potentially sensitive data? The goal of this group is to identify potential harms, risks and benefits, when planning and conducting an ICT4D project.
- **Facilitator:** Mr Mark Latonero, Data & Society

**Group 3: Good Information Security Practices** What are the critical information security considerations when building secure apps, maps and websites? The goal of this group is to identify best practices, mechanisms and technology solutions in information security in ICT4D projects.
- **Facilitator:** Mr Enrique Piraces, Benetech

Breakout sessions will discuss challenges arising from rapid developments in ICT, data privacy policy and information security, providing participants with the opportunity to 1) Share experiences/challenges, 2) Identify common best practices, 3) Highlight useful resources and tools.

**12:45 Remarks on Privacy, Data Security and Human Rights** by Mr David Kaye, United Nations Special Rapporteur on the Right to Freedom of Opinion and Expression (video-link)

**Wrap-up and Closing** by Ms Mila Romanoff, Legal and Data Privacy Specialist, UN Global Pulse